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	FrontBridge Managed Services Eliminate Spam and Minimize Storage Bandwidth Consumption for the Jelly Belly Candy Co.

	In 1976, the Jelly Belly Candy Co. took a suggestion from a Los Angeles candy distributor and began developing a jelly bean made with natural flavors. By the summer of that year, the first eight Jelly Belly flavors were born. Today, Jelly Belly is the world’s number one gourmet jelly bean, made in 50 tasty flavors.

A privately-owned company of 650 employees, Jelly Belly Candy Co. can produce 100,000 pounds of Jelly Belly beans a day, or 347 beans a second.  Just as new flavors are introduced regularly to keep the company current with the latest trends, Jelly Belly also prides itself on keeping its technology current to ensure maximum productivity and business continuity.

BUSINESS CHALLENGE
Jelly Belly was receiving thousands of spam messages each day.  Some days it seemed as if the number of inbound spam messages matched the daily production of Jelly Belly beans. In fact, upwards of 70 percent of Jelly Belly’s email was unwanted, unsolicited commercial email. In a typical weekend, many users received several hundred spam messages that needed to be sorted through and cleaned out each Monday morning.

Spam volume increased to the point that it began to drain productivity. Employees were spending up to one hour each day dealing with spam. The company’s management team wanted to remove the productivity drain associated with spam.  They tasked the IT team to find a cost-effective solution that would stop the daily onslaught, without jeopardizing the safe passage of legitimate email.
EVALUATION PROCESS
“Once we gauged the negative impact spam was having on our network and our users’ productivity, it became clear we needed to apply an immediate technology solution to the problem,” said Gary Praegitzer, network administrator.  “After doing extensive research on all the available solutions, we decided a managed service approach was the best solution for our situation. We have limited resources and managing spam can’t be our full time job. “

Jelly Belly’s IT department determined they wanted a managed service sitting in front of their email gateway and stopping spam before entering the network, thus keeping their bandwidth available for business purposes.  They also wanted a robust infrastructure from their service provider so that there wouldn’t be a single point of failure, as well as the ability to hold and capture email should Internet access go down.  After researching the available services, FrontBridge’s multiple data centers, disaster recovery service and simple implementation were important decision-making criteria that made FrontBridge the choice for Jelly Belly’s enterprise email security solution.
FRONTBRIDGE EMAIL SECURITY SOLUTION

In only a matter of minutes after their decision to sign with FrontBridge, Jelly Belly started receiving clean email.  “The implementation was so easy - a simple MX record change and reconfiguring our firewall was all it took to see a dramatic decrease in the amount of spam we were receiving,” added Praegitzer. “Our company gets hit with thousands of emails every month, and more than 70 percent of that is spam.”
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THE BOTTOM LINE
•
Blocked more than 500,000 unwanted emails every month

•
Stopped more than 15,000 viruses every month

•
Saved more than 2 Gigabytes of storage per month for legitimate email correspondence

•
Experienced zero false positives

•
Captured one hour of productivity from each employee by removing the spam problem
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	As part of the complete package, Jelly Belly is also protected by two anti-virus systems that clean out known viruses and infected attachments before they reach the Jelly Belly network.  “We didn’t have to buy a separate anti-virus system to stop these threats from entering the network,” said Praegitzer.  “In one month, FrontBridge stopped hundreds of viruses from having the chance to infect the computers on our network.”

Deep reporting capabilities in order to justify ROI also were critical to the Jelly Belly IT team.  “Although everyone could see the impact of the FrontBridge solution immediately, the reports were critical for justifying the expense to the management team,” added Praegitzer.  “Furthermore, the IT department saw an approximate 50 percent drop in the amount of time we spent on email administration due to fewer complaints from users on lost email or spam overload.”

Eating Up Bandwidth and Performance
Previously, Jelly Belly was relying on users to sort through spam using a junk email folder.  However, each mailbox had a storage quota of 100MB that for some users was being eaten up by spam and keeping the user from receiving good email.  Even if users deleted the unwanted emails, the Jelly Belly email server was configured to hold all deleted items for a few days for recovery purposes.  In this case, the spam became a storage issue and caused additional server maintenance, as well as slowed down the performance of their Microsoft Exchange server.

Praegitzer commented, “We knew spam was causing a storage problem and it was a productivity drain.  However we were surprised with the dramatic improvement in the performance of our Exchange server once we started using the FrontBridge service; it clearly demonstrated how bad the problem had become.”

Blackberry is a Favorite Flavor at Jelly Belly
Blackberry isn’t just one of Jelly Belly’s top flavors; it is also a growing technology within Jelly Belly that was also being affected by spam.

“Our employees are using handheld Blackberry devices more and more while traveling to stay connected through email,” noted Praegitzer.  “Our Blackberry server connects to the Exchange server and our data server and the spam coming through was becoming a performance and storage issue.  We needed to keep spam off of the Blackberry devices and by outsourcing spam and virus control to the FrontBridge managed service, we stopped the problem in its tracks.”

Disaster Recovery is One Sweet Feature
FrontBridge’s managed service also has the ability to accept and hold email for its customers when their networks are down.  Jelly Belly found this to be a critical option for planned network downtime. 

“We occasionally have planned network outages for maintenance purposes and having FrontBridge hold our email and queue it up for us once we came back online was definite plus for the IT department,” added Praegitzer. “In addition, knowing that FrontBridge had multiple data centers, we were confident that our email would always get through with low latency, as there would not be a single point of failure should one of the data centers go down.”

COMPANY BENEFIT
Overall, FrontBridge’s managed service approach gave Jelly Belly control over its network and email infrastructure again - spam was no longer running rampant and bogging down their systems.  At the next executive board meeting, management commented on the big improvement and the IT department savored the sweet taste of success.
	“The implementation was so easy - a simple MX record change and reconfiguring our firewall was all it took to see a dramatic decrease in the amount of spam we were receiving,”

– Gary Praegitzer

   Network Administrator
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	“I am completely satisfied with the FrontBridge service, it’s maintenance-free and I recommend it to my peers who are looking for a hands-off efficient solution for keeping spam and viruses out of their networks,” Praegitzer concluded. 
CONCLUSION
Since implementing FrontBridge enterprise email security, Jelly Belly has experienced the following benefits:
•
Blocked more than 500,000 unwanted emails every month

•
Stopped more than 15,000 viruses every month

•
Saved more than 2 Gigabytes of storage per month for legitimate email 




correspondence

•
Experienced zero false positives

•
Captured one hour of productivity from each employee by removing the spam problem
ABOUT FRONTBRIDGE TECHNOLOGIES

FrontBridge Technologies, a Microsoft subsidiary, offers managed messaging services for enforcing email compliance with encryption and archiving tools, providing email availability through a web-based back up, and improving protection of employee inboxes from viruses and spam.  Its complete line of services includes message archiving, spam and virus filtering, disaster recovery, and email encryption and supports multiple e-mail platforms such as Microsoft® Exchange, IBM Lotus Domino, and other SMTP-compliant servers.  These managed services provide value to corporate customers by requiring no upfront capital investment, minimizing IT management overhead, and removing incoming email threats before they reach the corporate firewall.  FrontBridge is now part of Microsoft’s Exchange Server Group. For more information, visit http://www.microsoft.com/exchange  


	

	The information contained in this document represents the current view of Microsoft Corporation on the issues discussed as of the date of publication. This document is for informational purposes only. MICROSOFT MAKES NO WARRANTIES, EXPRESS OR IMPLIED, IN THIS DOCUMENT. © 2005 Microsoft Corporation. All rights reserved.
	[image: image7.png]MICICS OTs












