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	Adorno & Yoss Put Clients First by Maintaining Compliance and Streamlining Business Continuity Efforts with FrontBridge

	Founded in 1986, Adorno & Yoss is the largest certified minority-owned law firm in the United States and has grown to become one of the premier law firms serving corporate clients throughout the U.S. and Latin America.  With more than 250 attorneys, Adorno & Yoss provides a full range of legal services on a national basis to corporations ranging from Fortune 500 and publicly traded companies to major insurance organizations as well as governments and individuals. 

Adorno and Yoss prides itself on being in the technology forefront, spending more time on client assistance and less time on menial email administration, using cutting-edge technology as a competitive advantage.

BUSINESS CHALLENGE
Adorno & Yoss attorneys were spending countless billable hours worrying about messaging security issues and needed to eliminate time-consuming, non-billable email administration.  The company was also receiving thousands of inbound spam messages on a daily basis that were decreasing attorneys’ productivity levels.  After strategizing on ways they would get ahead of compliance regulations and provide their clients with the utmost confidentiality and privacy, the firm decided they needed an automated, fully compliant email continuity service that could be continuously backed-up in the event of a network outage or a virus.  

“Virtually 100 percent of all our attorney/client communication is conducted via email, creating a high volume of messages that is increasingly difficult to manage,” said Vladimir Salomatoff Jr., Chief Technology Officer for Adorno & Yoss. “Every second wasted on email administration is a second taken away from providing valuable counsel to clients.”

Since confidential communications between clients and associates are paramount in the legal industry, it was essential that Adorno & Yoss obtain an outsourced email security service that provided survivability, profitability and scalability.  With privileged information often transmitted through electronic channels, the firm sought a top-notch technology that provided both the company and its clients with a service that was compliant with regulatory standards such as Sarbanes-Oxley and Gramm-Leach-Bliley. 

Additionally, Adorno & Yoss was seeing an increasing number of its Fortune 100, 500 and 1000 clients demanding two things: compliance and security.  In fact, over time, all of its clients were expressing their security concerns and insisting that the company ensure compliance in case “at-will” audits arose. Committed to respecting the needs of its clients, the law firm was compelled to proactively outsource a messaging solution that would provide a secure repository to ensure clients that their sensitive data was in a safe and protected facility.
EVALUATION PROCESS
Comprised of C-level executives, Adorno & Yoss’ technology committee gathers on a regular basis to discuss technology issues and how to obtain and outsource sophisticated services to further simplify the company’s level of efficiency.  With spam and message compliance being of the utmost importance, the committee set out to uncover a cost-effective service that would stop the daily onslaught of spam messages and the business challenge of daily email administration.
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THE BOTTOM LINE
· Increased billable hours

· Eliminated spam and viruses on the network  

· Gained a reliable business communications continuity plan critical to corporate operations

· Focused on providing valuable counsel to clients and less energy on email administration
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	After learning that other firms systems’ were going down for five to seven days at a time using in-house solutions and noting clients’ extensive knowledge of the networks along with their security concerns, Adorno & Yoss realized that only a sophisticated outsourced messaging management solution would enable efficiency and full compliance so they could focus on projects apart from weeding through false positives on the hard drive.  Learning from other firms’ mistakes, the largest certified minority-owned law firm in the United States, had compliance top-of-mind.   Once FrontBridge’s business continuity service was in place and messages were being filtered through its tier-one facility, Adorno & Yoss was able to confidently ensure clients that they could provide them with compliant messages that were consistently being stowed away safely.

“With compliance and messaging continuity acting as major factors these past 12 months, we decided to take matters in our own hands.  Outsourcing both our internal and client email concerns to the leader in message management was an excellent decision.  The benefits FrontBridge offers have become a part of our daily culture – so much so that we take our compliance and messaging continuity for granted,” said Salomatoff Jr.  “For many legal firms, compliance has become the number one issue and Adorno & Yoss is no exception.  FrontBridge has aided us with business permanence throughout the years, now attorneys and our clients are happy.” 

ATTORNEYS RECLAIM BILLABLE HOURS
Today, Adorno & Yoss and its attorneys rely on FrontBridge as a tier-one provider of message filtering services and technology.  FrontBridge’s services reduce spam and network viruses and effectively store critical client information, increasing attorney productivity while mitigating email security risks. Since investing in FrontBridge, Adorno & Yoss has reclaimed billable hours to complete other projects and even take part in leisure activities outside of work.  

“With FrontBridge, our attorneys have stopped concerning themselves with security issues and actually sleep at night knowing that client data is secure,” said Salomatoff Jr.  “Our enterprise clients also have faith that Adorno & Yoss is prepared to keep messages safe in case of a network outage.”

COMPANY BENEFIT

With FrontBridge, Adorno & Yoss was able to quickly implement a comprehensive email compliance service that put both attorneys’ and clients’ minds at rest knowing that their private information resided in a secure email repository.  The company was also able to obtain additional clients by utilizing the free time created by FrontBridge’s solutions.

“For years, FrontBridge has been one of the few companies to understand the legal business and has helped us improve business efficiency by automating several tasks that have traditionally eaten away at billable hours and consequently into the company’s bottom line,” concluded Salomatoff Jr.
CONCLUSION

Since implementing FrontBridge Spam Filtering, Anti-Virus and Disaster Recovery services, Adorno & Yoss have experienced the following benefits: 

•
Increased billable hours

•
Experienced a fully compliant, tier-one technology security solution

•
Eliminated spam and viruses on the network  

•
Gained a reliable business communications continuity plan critical to corporate operations

•
Focused on providing valuable counsel to clients and less energy on email administration
	“With FrontBridge, our attorneys have stopped concerning themselves with security issues and actually sleep at night knowing that client data is secure.”

– Vladimir Salomatoff Jr. 

Chief Technology Officer
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	ABOUT FRONTBRIDGE TECHNOLOGIES

FrontBridge Technologies, a Microsoft Subsidiary, offers managed messaging services for enforcing compliance through archiving, ensuring e-mail availability in the case of a disaster, and improving protection of employee inboxes from viruses and spam. Its complete line of services includes message archiving, spam and virus filtering, disaster recovery, and email encryption and supports multiple e-mail platforms such as Microsoft® Exchange, IBM Lotus Domino, and other SMTP-compliant servers. These managed services provide value to corporate customers by requiring no upfront capital investment, minimizing IT management overhead, and removing incoming email threats before they reach the corporate firewall. FrontBridge is now part of Microsoft’s Exchange Server Group. For more information, visit www.microsoft.com/exchange
	

	The information contained in this document represents the current view of Microsoft Corporation on the issues discussed as of the date of publication. This document is for informational purposes only. MICROSOFT MAKES NO WARRANTIES, EXPRESS OR IMPLIED, IN THIS DOCUMENT. © 2005 Microsoft Corporation. All rights reserved.
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